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This book constitutes the thoroughly refereed proceedings of the 11th
International Conference on Security for Information Technology and
Communications, SeclTC 2018, held in Bucharest, Romania, in
November 2018. The 35 revised full papers presented together with 3
invited talks were carefully reviewed and selected from 70 submissions.
The papers present advances in the theory, design, implementation,
analysis, verification, or evaluation of secure systems and algorithms.






