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This book constitutes the refereed proceedings of the Third Theory of
Cryptography Conference, TCC 2006, held in March 2006. The 31
revised full papers presented were carefully reviewed and selected from
91 submissions. The papers are organized in topical sections on zero-
knowledge, primitives, assumptions and models, the bounded-retrieval
model, privacy, secret sharing and multi-party computation,
universally-composible security, one-way functions and friends, and
pseudo-random functions and encryption.



