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Since the last publication of the Ernst and Young book on Tandem
security in the early 90's, there has been no such book on the subiject.
We've taken on the task of supplying a new Handbook whose content
provides current, generic information about securing HP NonStop
servers. Emphasis is placed on explaining security risks and best
practices relevant to NonStop environments, and how to deploy native
security tools (Guardian and Safeguard). All third party vendors who
supply security solutions relevant to NonStop servers are listed, along
with contact information for each vendor. The Handbook is a source for
critical information to NonStop professionals and NonStop security
administrators in particular. However, it is written in such a way as to



also be extremely useful to readers new to the NonStop platform and to
information security. This handbook familiarizes auditors and those
responsible for security configuration and monitoring with the aspects
of the HP NonStop server operating system that make the NonStop
Server unique, the security risks these aspects create, and the best
ways to mitigate these risks. Addresses the lack of security standards
for the NonStop server Provides information robust enough to train
more security-knowledgeable staff The ideal accompaniment to any
new HP NonStop system.



