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4 Results and Discussion.

This two-volume constitutes the refereed proceedings of the First
International Conference on Advancements in Smart Computing and
Information Security, ASCIS 2022, held in Rajkot, India, in November
2022. The 37 full papers and 19 short papers presented were
thoroughly reviewed and selected from the 206 submissions. The
papers are organized in topical sections on artificial intelligence; smart
computing; cyber security; industry.
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