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4 Results and Discussion.

This two-volume constitutes the refereed proceedings of the First
International Conference on Advancements in Smart Computing and
Information Security, ASCIS 2022, held in Rajkot, India, in November
2022. The 37 full papers and 19 short papers presented were
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papers are organized in topical sections on artificial intelligence; smart
computing; cyber security; industry.

UNISALENTO0991001836389707536
Palma, Antonio

Le curae pubbliche : studi sulle strutture amministrative romane /
Antonio Palma

Napoli : Jovene, 1980

Xii, 275 p. ; 24 cm.
Pubblicazioni della Facolta giuridica dell'Universita di Napoli ; 184
R-11I/D

340.54
Cura - Diritto romano

Italiano
Materiale a stampa
Monografia



3. Record Nr. UNINA9910776100203321

Autore Biblioteche riunite Civica e A. Ursino Recupero

Titolo Incunaboli a Catania 1. : Biblioteche riunite Civica e A. Ursino Recupero
/ Francesca Aiello ... [et al.] ; con la collaborazione di Rita Carbonaro

Pubbl/distr/stampa Roma, : Viella, 2018

ISBN 978-88-6728-986-8

Descrizione fisica
Collana

Disciplina

Locazione

Collocazione

Lingua di pubblicazione

Formato
Livello bibliografico

300 p. :ill. ; 24 cm.
Incunaboli ; 1

017.144

FLFBC
Fl1

093 CAT 02
02-108

Italiano
Materiale a stampa
Monografia



