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The main focus of the book is institutional change in the Scandinavian
model, with special emphasis on Norway. There are many reasons to
pay closer attention to the Norwegian case when it comes to analyses
of changes in the public sphere. In the country's political history, the
arts and the media played a particular role in the processes towards
sovereignty at the beginning of the 20th century. On a par with the
other Scandinavian countries, Norway is in the forefront in the world in
the distribution and uses of Internet technology. As an extreme case,
the most corporatist society within the family of the "Nordic Model", it
offers an opportunity both for intriguing case studies and for
challenging and refining existing theory on processes of institutional
change in media policy and cultural policy. It supplements two recent,
important books on political economy in Scandinavia: Varieties of
Liberalization and the New Politics of Social Solidarity (Kathleen Thelen,
2014), and The Political Construction of Business Interests (Cathie Jo
Martin and Duane Swank, 2013).There are further reasons to pay
particular attention to the Scandinavian, and more specifically the
Norwegian cases: (i) They are to varying degrees neo-corporatist
societies, characterized by ongoing bargaining over social and political
reform processes. From a theoretical perspective this invites reflections
which, to some extent, are at odds with the dominant conceptions of
institutional change. Neither models of path dependency nor models of
aggregate, incremental change focus on the continuous social
bargaining over institutional change. (ii) Despite recent processes of
liberalization, common to the Western world as a whole, corporatism
implies a close connection between state, public sphere, cultural life,
and religion. This also means that institutions are closely bundled, in
an even stronger way than assumed for example in the Varieties of
Capitalism literature. Furthermore, we only have scarce insight in the
way the different spheres of corporatism are connected and interact.In
the proposed edited volume we have collected historical-institutional
case studies from a broad set of social fields (a detailed outline of
contents and contributors is attached):• Critical assessments of Jürgen
Habermas' theory of the public sphere• Can the public sphere be
considered an institution?• The central position of the public sphere in
social and political change in Norway• Digital transformations and
effects of the growing PR industry on the public sphere•
Institutionalization of social media in local politics and voluntary
organizations• Legitimation work in the public sphere• freedom of
expression and warning in the workplace• "Return of religion" to the
public sphere, and its effects
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(AICA). The book discusses the current technical issues in autonomous
cyber defense and offers information on practical design approaches.
The material is presented in a way that is accessible to non-specialists,
with tutorial information provided in the initial chapters and as needed
throughout the book. The reader is provided with clear and
comprehensive background and reference material for each aspect of
AICA. Today’s cyber defense tools are mostly watchers. They are not
active doers. They do little to plan and execute responses to attacks,
and they don’t plan and execute recovery activities. Response and
recovery – core elements of cyber resilience – are left to human cyber
analysts, incident responders and system administrators. This is about
to change. The authors advocate this vision, provide detailed guide to
how such a vision can be realized in practice, and its current state of
the art. This book also covers key topics relevant to the field, including
functional requirements and alternative architectures of AICA, how it
perceives and understands threats and the overall situation, how it
plans and executes response and recovery, how it survives threats, and
how human operators deploy and control AICA. Additionally, this book
covers issues of testing, risk, and policy pertinent to AICA, and
provides a roadmap towards future R&D in this field. This book targets
researchers and advanced students in the field of cyber defense and
resilience. Professionals working in this field as well as developers of
practical products for cyber autonomy will also want to purchase this
book.


