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This book constitutes the proceedings of the 17th IFIP WG 11.12
International Symposium on Human Aspects of Information Security
and Assurance, HAISA 2023, held in Kent, United Kingdom, in July
2023. The 37 full papers presented in this volume were carefully
reviewed and selected from 54 submissions. They are organized in the
following topical sections: education and training; management, policy
and skills; evolving threats and attacks; social-technical factors; and
research methods.



UNINA99109713342033212. Record Nr.

Titolo God and personality / / lement C.J. Webb

Pubbl/distr/stampa Abingdon : , : Routledge, , 2002

ISBN 1-138-88431-6
1-315-82987-8
1-317-85117-X
1-317-85118-8

Descrizione fisica 1 online resource (337 p.)

Collana Muirhead Library of Philosophy ; ; 7

Disciplina 211
231

Soggetti God
Personality

Lingua di pubblicazione Inglese

Formato

Livello bibliografico

Note generali First published in 1919.

Nota di contenuto

Sommario/riassunto

Cover; Half Title; Title Page; Copyright Page; Original Title Page;
Original Copyright Page; Dedication; Preface; Table of Contents; Lecture
I: The Subject Proposed; Lecture II: History of the Notion of Personality
in General; Lecture III: History of the Notion of Personality as Applied to
God; Lecture IV: Personality and Individuality; Lecture V: Personality and
Rationality; Lecture VI: The Doctrine of a Finite God; Lecture VII: The
Problem of Creation; Lecture VIII: The Problem of Sin; Lecture IX:
Religion and Philosophy; Lecture X: Divine Personality; Index
First published in 2002. Routledge is an imprint of Taylor & Francis, an
informa company.

Autore Webb Clement Charles Julian <1865-1954, >

Materiale a stampa

Monografia


