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This volume contains the papers accepted for presentation at
Africacrypt 2023, the 14th International Conference on the Theory and
Application of Cryptographic Techniques in Africa. The 21 full papers
included in this book were carefully reviewed and selected from 59
submissions. They were organized in topical sections as follows: Post-
quantum cryptography; Symmetric cryptography; Cryptanalysis;
Blockchain; Lattice-based cryptography; Implementations; Theory. .



