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This book constitutes the thoroughly refereed post-workshop
proceedings of the 23rd International Workshop on Security Protocols,
held in Cambridge, UK, in March/April 2015. After an introduction the
volume presents 18 revised papers each followed by a revised
transcript of the presentation and ensuing discussion at the event. The
theme of this year's workshop is "Information Security in Fiction and in
Fact".



