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1. Characteristic functions -- 2. Generating functions and applications
-- 3. Continuous-time random walks -- 4. CTRW and aging
phenomena -- 5. Master equations -- 6. Fractional diffusion and
Fokker-Planck equations for subdiffusion -- 7. Levy flights -- 8.
Coupled CTRW and Levy walks -- 9. Simple reactions : A+B->B -- 10.
Random walks on percolation structures.

"The name "random walk" for a problem of a displacement of a point in
a sequence of independent random steps was coined by Karl Pearson in
1905 in a question posed to readers of "Nature". The same year, a
similar problem was formulated by Albert Einstein in one of his Annus
Mirabilis works. Even earlier such a problem was posed by Louis
Bachelier in his thesis devoted to the theory of financial speculations in
1900. Nowadays the theory of random walks has proved useful in
physics and chemistry (diffusion, reactions, mixing in flows),
economics, biology (from animal spread to motion of subcellular
structures) and in many other disciplines. The random walk approach
serves not only as a model of simple diffusion but of many complex
sub- and super-diffusive transport processes as well. This book
discusses the main variants of random walks and gives the most
important mathematical tools for their theoretical description”--
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Secure computation: primitives and new models -- Public key
cryptographic primitives -- Secure computation Il: applications --
Anonymity and related applications -- Cryptanalysis and attacks
(symmetric crypto) -- Privacy and policy enforcement -- Authentication
via eye tracking and proofs of proximity -- Malware analysis and side
channel attacks -- Side channel countermeasures and tamper
resistance/PUFs -- Leakage resilience and pseudorandomness.
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This book constitutes the refereed proceedings of the 13th
International Conference on Applied Cryptography and Network
Security, ACNS 2015, held in New York, NY, USA, in June 2015. The 33
revised full papers included in this volume and presented together with
2 abstracts of invited talks, were carefully reviewed and selected from
157 submissions. They are organized in topical sections on secure
computation: primitives and new models; public key cryptographic
primitives; secure computation Il: applications; anonymity and related
applications; cryptanalysis and attacks (symmetric crypto); privacy and
policy enforcement; authentication via eye tracking and proofs of
proximity; malware analysis and side channel attacks; side channel
countermeasures and tamper resistance/PUFs; and leakage resilience
and pseudorandomness.



