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This volume constitutes the refereed proceedings of the 5th IFIP WG
11.2 International Workshop on Information Security Theory and
Practices: Security and Privacy of Mobile Devices in Wireless
Communication, WISTP 2011, held in Heraklion, Crete, Greece, in June
2011. The 19 revised full papers and 8 short papers presented together
with a keynote speech were carefully reviewed and selected from 80
submissions. They are organized in topical sections on mobile
authentication and access control, lightweight authentication,
algorithms, hardware implementation, security and cryptography,
security attacks and measures, security attacks, security and trust, and
mobile application security and privacy.



