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This book constitutes the refereed proceedings of the 23nd Annual IFIP
WG 11.3 Working Conference on Data and Applications Security held in
Montreal, Canada, in July 2009. The 18 revised full papers and 4 short
papers were carefully reviewed and selected from 47 submissions. The
papers are organized in topical sections on database security; security
policies; privacy; intrusion detection and protocols; and trusted
computing.


