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This is the authoritative guide to Rijndael, the block cipher whose
elegance, efficiency, security, and principled design made it the
Advanced Encryption Standard (AES), now the most widely applied data
encryption technology. The authors developed the Rijndael algorithm
and in this book they explain the AES selection process and their
motivation in the light of the earlier Data Encryption Standard. They
explain their design philosophy and implementation and optimization
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aspects, and the strength of their approach against cryptanalysis. They
support the text with the relevant mathematics, reference code, and
test vectors. In this new edition the authors updated content
throughout, added new chapters, and adapted their text to the new
terminology in use since the first edition. This is a valuable reference
for all professionals, researchers, and graduate students engaged with
data encryption.


