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Vienna, Austria, in August 2016. The 8 full papers presented in this
volume were carefully reviewed and selected from 25 submissions.
Topics discussed in this year's research contributions included topics
such as anonymous and layered attestation, revocation, captchas,
runtime integrity, trust networks, key migration, and PUFs. Topics
discussed in this year's research contributions included topics such as
anonymous and layered attestation, revocation, captchas, runtime
integrity, trust networks, key migration, and PUFs.


