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The mathematical theory and practice of cryptography and coding
underpins the provision of effective security and reliability for data
communication, processing, and storage. Theoretical and
implementational advances in the fields of cryptography and coding are
therefore a key factor in facilitating the growth of data communications
and data networks of various types. Thus, this Eight International
Conference in an established and successful IMA series on the theme of
“Cryptography and Coding” was both timely and relevant. The theme of
this conference was the future of coding and cryptography, which was
touched upon in presentations by a number of invited speakers and
researchers. The papers that appear in this book include recent
research and development in error control coding and cryptography.
These start with mathematical bounds, statistical decoding schemes for
error correcting codes, and undetected error probabilities and continue
with the theoretical aspects of error correction coding such as graph
and trellis decoding, multifunctional and multiple access
communication systems, low density parity check codes, and iterative
decoding. These are followed by some papers on key recovery attack,
authentication, stream cipher design, and analysis of ECIES algorithms,
and lattice attacks on IP based protocols.


