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This book constitutes revised selected papers of the 8th International
Symposium on Security in Computing and Communications, SSCC
2020, held in Chennai, India, in October 2020. Due to the COVID-19
pandemic the conference was held online. The 13 revised full papers
and 8 revised short papers presented were carefully reviewed and
selected from 42 submissions. The papers cover wide research fields
including cryptography, database and storage security, human and
societal aspects of security and privacy.



