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This book constitutes the refereed proceedings of the 14th
International Conference on Network and System Security, NSS 2020,
held in Melbourne, VIC, Australia, in November 2020. The 17 full and 9
short papers were carefully reviewed and selected from 60
submissions. The selected papers are devoted to topics such as secure
operating system architectures, applications programming and security
testing, intrusion and attack detection, cybersecurity intelligence,
access control, cryptographic techniques, cryptocurrencies,
ransomware, anonymity, trust, recommendation systems, as well
machine learning problems. Due to the Corona pandemic the event was
held virtually.


