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Questa é una biografia di una terra di confine tra Russia e Polonia, una
regione in cui, nel 1925, vivevano fianco a fianco persone identificate
come polacchi, tedeschi, ebrei, ucraini e russi. Nel corso dei tre decenni
successivi, questo mosaico di culture é stato modernizzato e reso
omogeneo dalla potenza dell'Unione Sovietica, poi dalla Germania
nazista e, infine, dal nazionalismo polacco e ucraino. Negli anni '50,
questo "non luogo" emerse come il cuore dell'Ucraina e il fertile
miscuglio di popoli che definiva la regione fu distrutto.Lo studio di
Brown e radicato nella vita del villaggio e shtetl, nelle personalita e

nelle piccole storie della vita quotidiana in questa zona. In dettaglio
impressionante, documenta come questi regimi, burocraticamente e

poi violentemente, separarono, nominarono e irreggimentarono questa
intricata comunita in gruppi etnici distinti.Attingendo ad archivi aperti

di recente, etnografia e interviste orali che non erano disponibili dieci
anni fa, A Biography of No Place rivela la storia stalinista e nazista dalla
prospettiva delle remote terre di confine, portando cosi la periferia al
centro della storia.Ci viene offerto, insomma, un ritratto intimo della
purificazione etnica che ha segnato tutta I'Europa, nonché uno scorcio
ai margini del "progresso" novecentesco.
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This book constitutes the proceedings of the 14th European
Symposium on Research in Computer Security, ESORICS 2009, held in
Saint-Malo, France, in September 2009. The 42 papers included in the
book were carefully reviewed and selected from 220 papers. The topics
covered are network security, information flow, language based
security, access control, privacy, distributed systems security, security
primitives, web security, cryptography, protocols, and systems security
and forensics.



