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The two-volume set IFIP AICT 721 + 722 constitutes the proceedings of
the 18th IFIP WG 11.12 International Symposium on Human Aspects of
Information Security and Assurance, HAISA 2024, held in Skövde,
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Engineering; Technical Attacks and Defenses; Usable Security. Part II -
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