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Fast täglich werden neue Angriffe auf IT-Systeme bekannt, bei denen
sensible Daten entwendet werden. Das vorliegende Buch vermittelt die
wesentlichen Grundlagen und Technologien, die zur Absicherung von
Computernetzwerken benötigt werden. Stets legen die Autoren dabei
Wert auf eine verständliche Darstellung, die - soweit möglich - auf
abstrakte Modelle und formalen Notationen verzichtet. Zu jedem
Kapitel werden Aufgaben zur Kontrolle von Wissensstand und
Verständnis angeboten.


