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A step-by-step guide to the tasks involved in security administration If
you aspire to a career in security administration, one of your greatest
challenges will be gaining hands-on experience. This book takes you
through the most common security admin tasks step by step, showing
you the way around many of the roadblocks you can expect on the job.
It offers a variety of scenarios in each phase of the security
administrator's job, giving you the confidence of first-hand experience.
In addition, this is an ideal complement to the brand-new, bestselling
CompTIA Security+ Study Guide,



