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Data Sovereignty: From the Digital Silk Road to the Return of the State
focuses on the question of territorial control over data flows and
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this volume offers new theoretical perspectives and thought-provoking
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