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The book is logically divided into 5 main categories with each category
representing a major skill set required by most security professionals:1.
Coding - The ability to program and script is quickly becoming a
mainstream requirement for just about everyone in the security
industry. This section covers the basics in coding complemented with a
slue of programming tips and tricks in C/C++, Java, Perl and NASL. 2.
Sockets - The technology that allows programs and scripts to
communicate over a network is sockets. Even though the theory



remains the same - communication over TCP and



