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Reserving data authenticity in a hostile environment, where the sensor
nodes may be compromised is a critical security issue for wireless
sensor networks. This book covers location tracking attack in ad hoc
networks based on topolgy information, security aware routing in
hierarchical optical sensor networks and more.


