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This publication by the International Atomic Energy Agency (IAEA)
addresses the critical issue of computer security within the nuclear
supply chain. The book emphasizes the importance of preventing,
detecting, and responding to cyber threats that could compromise
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nuclear facilities and operations. It provides detailed guidance on best
practices for managing digital security risks, including design,
development, testing, installation, operation, maintenance, and
decommissioning of nuclear computer-based systems. The intended
audience includes Member States, nuclear security professionals, and
stakeholders in the nuclear industry.


