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Counterterrorism and cybersecurity are the top two priorities at the
Federal Bureau of Investigation (FBI). Graduated from the FBI Citizens
Academy in 2021, Prof. Newton Lee offers a broad survey of
counterterrorism and cybersecurity history, strategies, and
technologies in the 3rd edition of his riveting book that examines the
role of the intelligence community, cures for terrorism, war and peace,
cyber warfare, and quantum computing security. From September 11
attacks and Sony-pocalypse to Israel’s 9/11 and MOAB (Mother of All
Breaches), the author shares insights from Hollywood such as 24,
Homeland, The Americans, and The X-Files. In real life, the unsung
heroes at the FBI have thwarted a myriad of terrorist attacks and
cybercrimes. The FBI has worked diligently to improve its public image
and build trust through community outreach and pop culture. Imagine
Sherlock Holmes meets James Bond in crime fighting, FBI Director
Christopher Wray says, “We’ve got technically trained personnel—with
cutting-edge tools and skills you might never have imagined seeing
outside of a James Bond movie—covering roughly 400 offices around
the country.” This book is indispensable for anyone who is
contemplating a career at the FBI, think tanks, or law enforcement
agencies worldwide. It is also a must-read for every executive to
safeguard their organization against cyberattacks that have caused
more than $10 billion in damages. In the spirit of President John F.
Kennedy, one may proclaim: “Ask not what counterterrorism and
cybersecurity can do for you, ask what you can do for counterterrorism
and cybersecurity.” Praise for the First Edition: “The book presents a
crisp narrative on cyberattacks and how to protect against these
attacks. … The author views terrorism as a disease that may be cured
through education and communication. … The book is a relevant,
useful, and genial mix of history, current times, practical advice, and
policy goals.” - Brad Reid, ACM Computing Reviews “Very professional
and well researched.” - Eleanor Clift, Newsweek and The Daily Beast.


