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Sommario/riassunto Antitrust law regulates economic activity but differs in its operation
from what is traditionally considered "regulation." Where regulation is
often industry-specific and involves the direct setting of prices, product
characteristics, or entry, antitrust law focuses more broadly on
maintaining certain basic rules of competition. In these lectures Michael
Whinston offers an accessible and lucid account of the economics
behind antitrust law, looking at some of the most recent developments
in antitrust economics and highlighting areas that require further
research. He focuses on three areas: price fixing, in which competitors
agree to restrict output or raise price; horizontal mergers, in which
competitors agree to merge their operations; and exclusionary vertical
contracts, in which a competitor seeks to exclude a rival. Antitrust
commentators widely regard the prohibition on price fixing as the most
settled and economically sound area of antitrust. Whinston's discussion
seeks to unsettle this view, suggesting that some fundamental issues in
this area are, in fact, not well understood. In his discussion of
horizontal mergers, Whinston describes the substantial advances in
recent theoretical and empirical work and suggests fruitful directions
for further research. The complex area of exclusionary vertical
contracts is perhaps the most controversial in antitrust. The influential
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"Chicago School" cast doubt on arguments that vertical contracts could
be profitably used to exclude rivals. Recent theoretical work, to which
Whinston has made important contributions, instead shows that such
contracts can be profitable tools for exclusion. Whinston's discussion
sheds light on the controversy in this area and the nature of those
recent theoretical contributions. Sponsored by the Universidad
Torcuato Di Tella.
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This 13-volume set LNCS 14862-14874 constitutes - in conjunction
with the 6-volume set LNAI 14875-14880 and the two-volume set LNBI
14881-14882 - the refereed proceedings of the 20th International
Conference on Intelligent Computing, ICIC 2024, held in Tianjin, China,
during August 5-8, 2024. The total of 863 regular papers were
carefully reviewed and selected from 2189 submissions. This year, the
conference concentrated mainly on the theories and methodologies as
well as the emerging applications of intelligent computing. Its aim was
to unify the picture of contemporary intelligent computing techniques
as an integral concept that highlights the trends in advanced
computational intelligence and bridges theoretical research with
applications. Therefore, the theme for this conference was "Advanced
Intelligent Computing Technology and Applications". Papers that
focused on this theme were solicited, addressing theories,
methodologies, and applications in science and technology. .


