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5.7.1 OVERVIEW

Wireless LANs will enable small teams and communities to
communicate via their mobile devices without cables. This new
technology will facilitate communication in small businesses/teams
such as in hospitals, on construction sites, warehouses, etc.Held
provides a comprehensive guide to the implementation, planning and
monitoring of all aspects of wireless LAN security in small offices/small
to medium business (SMBs).Securing Wireless LANs is timely in
addressing the security issues of this important new technology and
equips its readers with the tools they need to make the appro


