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This volume constitutes the refereed proceedings of the 29th
Australasian Conference, ACISP 2024, held in Sydney, NSW, Australia,
during July 15-17, 2024. The 70 full papers were carefully reviewed
and selected from 232 submission. They are categorized in the
following sections: Symmetric Key Cryptography, Homomorphic
Encryption, Encryption and its Applications, Digital Signatures.



