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This book constitutes the revised selected papers of the 18th
International Conference on Risks and Security of Internet and Systems,
CRISIS 2023, which took place in Rabat, Morocco, during December 6—
8, 2023. The 13 full papers and 2 short papers included in this volume
were carefully reviewed and selected from 25 submissions. The papers
detail security issues in internet-related applications, networks and
systems. .



