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continuity management courses, this book also addresses researchers
and professionals in the broad field of IT Security and cyber resilience.


