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The Internet of Things (IoT) has contributed greatly to the growth of
data traffic on the Internet. Access technologies and object constraints
associated with the 10T can cause performance and security problems.
This relates to important challenges such as the control of radio
communications and network access, the management of service
quality and energy consumption, and the implementation of security
mechanisms dedicated to the 10T. In response to these issues, this
book presents new solutions for the management and control of
performance and security in the 10T. The originality of these proposals
lies mainly in the use of intelligent techniques. This notion of
intelligence allows, among other things, the support of object
heterogeneity and limited capacities as well as the vast dynamics
characterizing the loT.
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