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The book is designed to be accessible to motivated IT professionals
who want to learn more about the specific attacks covered. In
particular, every effort has been made to keep the chapters
independent, so if someone is interested in has function cryptanalysis
or RSA timing attacks, they do not necessarily need to study all of the
previous material in the text. This would be particularly valuable to
working professionals who might want to use the book as a way to
quickly gain some depth on one specific topic.



