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This book explains how organisations can implement and maintain
effective security practices to protect their web applications and the
servers on which they reside as part of a wider information security
management system by following the guidance set out in the
international standard for information security management, ISO27001.
Methods used by criminal hackers to attack organisations via their web
applications and a detailed explanation of how you can combat such
attacks by employing the guidance and controls set out in ISO27001
are provided. This edition is updated to reflect ISO27001:2013 as well
as best practices relating to cryptography, including the PCI SSC's
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denigration of SSL in favour of TLS. -- Edited summary from book.


