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The issue of protecting essential infrastructure against the threat of
terrorist attack is one which continues to concern governments
worldwide. But terrorism is not the only threat this infrastructure may
face: environmental hazards, industrial accidents and sabotage are also
major concerns. Protecting critical infrastructure is expensive, but
many of the solutions apply whatever the cause of the problem, and in
these days of scarce resources, multi-sector or multi-threat solutions
are preferred. This book presents the proceedings of the NATO Centre
of Excellence - Defence against Terrorism
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