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Written as an interactive tutorial, this book covers the core of Kali Linux
with real-world examples and step-by-step instructions to provide
professional guidelines and recommendations for you. The book is
designed in a simple and intuitive manner that allows you to explore
the whole Kali Linux testing process or study parts of it individually.If
you are an IT security professional who has a basic knowledge of
Unix/Linux operating systems, including an awareness of information
security factors, and want to use Kali Linux for penetration testing,
then this book is for you.


