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"This volume presents new research in Artificial Intelligence and Law
with special reference to criminal justice. It brings together leading
international experts including computer scientists, lawyers, judges,
and cyber-psychologists. The book examines some of the core
problems that technology raises for criminal law ranging from privacy
and data protection, to cyber-warfare, through to the theft of virtual
property. Focusing on the West and China, the work considers the issue
of Al and the law in a comparative context presenting the research from
a cross-jurisdictional and cross-disciplinary approach. As China
becomes a global leader in Al and technology, the book provides an
essential in-depth understanding of domestic laws in both Western
jurisdictions and China on criminal liability for cybercrime. As such, it
will be a valuable resource for academics and researchers working in
the areas of Al, technology and criminal justice"--



