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This book teaches students and scholars of Greco-Roman medical
history how to use and critically assess archaeological materials.
Ancient medicine is a subject dominated by textual sources, yet there is
a wealth of archaeological remains that can be used to broaden our
understanding of medicine in the past. In order to use the information
properly, this book explains how to ask questions of an archaeological
nature, how to access different types of archaeological materials, and
how to overcome problems the researcher might face. It also acts as an
introduction to the archaeology of medicine for archaeologists
interested in this aspect of their subject. Although the focus is on the
Greco-Roman period, the methods and theories explained within the
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text can be applied to other periods in history. The areas covered
include text as material culture, images, artifacts, spaces of medicine,
and science and archaeology.
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Chapter 1. Canada's Cyber Security Policy: a Tortuous Path Toward a
Cyber Security Strategy; 1.1. Introduction; 1.2. Canada in North
America: sovereign but subordinate?; 1.3. Counter-terrorism for the
improvement of national security; 1.4. The long path to a national CI
protection strategy and nationalcyber security strategy; 1.5. The
adoption of the current strategies for CI protection and cyber security;
1.6. Conclusion; 1.7. Bibliography; 1.7.1. Scientific and media articles;
1.7.2. Primary Data; 1.7.3. Websites
Chapter 2. Cuba: Towards an Active Cyber-defense2.1. Cyberspace:
statistics and history; 2.1.1. The marginalization of Cuba; 2.1.2. Cuban
cyberspace as the target of attacks; 2.2. Theoretical and practical
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considerations on information warfareand cyber-warfare; 2.2.1.
Development of capabilities; 2.3. Cyber-warfare theories and practices;
2.3.1. Fidel Castro's discourse; 2.3.2. The concept of active cyber-
defense; 2.4. Regulations and ways around them; 2.4.1. The State's
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2.7. Conclusion; 2.8. Bibliography; Chapter 3. French Perspectives on
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and awakening; 3.2.1. Attacks; 3.2.2. The feeling of insecurity, the
threat; 3.2.3. Potential vulnerabilities of States; 3.2.4. Evolution of the
international environment; 3.3. Reaction, position of France and choice:
theories, political strategies and military doctrines; 3.3.1. Information:
a powerful weapon for those controlling it; 3.3.2. Media information:
beneficial if controlled
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warfare; 3.3.5. Information warfare or information control; 3.3.6. The
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Today, cyber security, cyber defense, information warfare and cyber
warfare issues are among the most relevant topics both at the national
and international level. All the major states of the world are facing
cyber threats and trying to understand how cyberspace could be used
to increase power.Through an empirical, conceptual and theoretical
approach, Cyber Conflict has been written by researchers and experts
in the fields of cyber security, cyber defense and information warfare. It
aims to analyze the processes of information warfare and cyber warfare
through historical, operational


