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The Second Edition of the Best Damn Firewall Book Period is completely
revised and updated to include all of the most recent releases from
Microsoft, Cisco, Juniper Network, SonicWALL, and Check Point.
Compiled from the best of the Syngress firewall library and authored by
product experts such as Dr. Tom Shinder on ISA Server, this volume is
an indispensable addition to a serious networking professionals toolkit.
Coverage includes migrating to ISA Server 2006, integrating Windows
Firewall and Vista security into your enterprise, successfully integrating
Voice over IP application


