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PART IV ORGANIZATIONAL RISK

A comprehensive introduction to social network analysis that hones in
on basic centrality measures, social links, subgroup analysis, data
sources, and more Written by military, industry, and business
professionals, this book introduces readers to social network analysis,
the new and emerging topic that has recently become of significant use
for industry, management, law enforcement, and military practitioners
for identifying both vulnerabilities and opportunities in collaborative
networked organizations.  Focusing on models and methods for the
analysis of organizational risk,


