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Operations Risk--a form of Operational Risk, is becoming increasingly
important as more and more sophisticated products and the use of
those products occurs in the financial services industry. Outsourcing,
including overseas outsourcing, is changing the structure of firms and
particularly operations teams. Thus understanding the existing and the
changing risk environment in operations functions and its impact on
operational risk is centrally important today. The book focuses on areas
such as technology risk, people risk, and settlement risk, examining
the dangers that lurk within different org


