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This book provides network managers, LAN administrators and small
business operators with all they need to know to ""interconnect""
multiple locations or travelling employees that need to access a single
location. The operation and utilization of virtual private networks is
discussed both in theory and practicality, covering the technical aspects
associated with encryption and digital certificates as well as the manner
by which readers can create VPNs using readily available products from
Microsoft, Cisco, Checkpoint and possibly other vendors.The author
was among the first to write ab


