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The power of a large nation like the United States rests on its ability to
be resil­ient against a successful attack. This work offers a blueprint
for a national cyber-power strategy that is long in time horizon,
flexible in target and scale, and practical enough to maintain the
security of a digitized nation facing violent cybered conflict.


