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Sommario/riassunto The Smart Grid security ecosystem is complex and multi-disciplinary,
and relatively under-researched compared to the traditional
information and network security disciplines. While the Smart Grid has
provided increased efficiencies in monitoring power usage, directing
power supplies to serve peak power needs and improving efficiency of
power delivery, the Smart Grid has also opened the way for information
security breaches and other types of security breaches. Potential
threats range from meter manipulation to directed, high-impact attacks
on critical infrastructure that could bring down regi



