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"Electronic communication and financial transactions have assumed
massive proportions today. But they comprise high risks too. Achieving
cyber security has become a top priority, and has become one of the
most crucial areas of study and research in IT.?This book introduces
readers to perhaps the most effective tool in achieving a secure
environment, i.e. cryptography. Students who have elementary
knowledge of mathematics, will be introduced to mathematical notions
relevant to cryptography, and the design and analysis of the
cryptographic schemes. More advanced students who have already a
background of algebra, number theory, probability and algorithms; will
be able to review the applications of secure systems and will be
introduced to cryptographic primitives and current research, besides
being exposed to scope of future research addressing the open
problems in related area. This book gives more solved examples than
most books on the subject, it includes state of the art topics and
discusses the scope of future research."--Provided by publisher.


