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Introduction to Cyber-Warfare: A Multidisciplinary Approach, written by
experts on the front lines, gives you an insider's look into the world of
cyber-warfare through the use of recent case studies. The book
examines the issues related to cyber warfare not only from a computer
science perspective but from military, sociological, and scientific
perspectives as well. You'll learn how cyber-warfare has been
performed in the past as well as why various actors rely on this new
means of warfare and what steps can be taken to prevent it.Provides a
multi-disciplinary approach t


