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This is an easy-to-follow guide, full of hands-on and real-world
examples of applications. Each of the vulnerabilities discussed in the
book is accompanied with the practical approach to the vulnerability,
and the underlying security issue. This book is intended for all those
who are looking to get started in Android security or Android
application penetration testing. You don't need to be an Android
developer to learn from this book, but it is highly recommended that
developers have some experience in order to learn how to create secure
applications for Android.


