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Emerging Trends in ICT Security, an edited volume, discusses the
foundations and theoretical aspects of ICT security; covers trends,
analytics, assessments and frameworks necessary for performance
analysis and evaluation; and gives you the state-of-the-art knowledge
needed for successful deployment of security solutions in many
environments. Application scenarios provide you with an insider's look
at security solutions deployed in real-life scenarios, including but
limited to smart devices, biometrics, social media, big data security,
and crowd sourcing. Provides a


