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Fully updated Sybex Study Guide for the industry-leading security
certification: CISSP  Security professionals consider the Certified
Information Systems Security Professional (CISSP) to be the most
desired certification to achieve. More than 200,000 have taken the
exam, and there are more than 70,000 CISSPs worldwide. This highly
respected guide is updated to cover changes made to the CISSP Body of
Knowledge in 2012. It also provides additional advice on how to pass
each section of the exam. With expanded coverage of key areas, it also
includes a full-length, 250-question prac


