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Information is one of your organisation's most important resources.
Keeping it secure is therefore vital to your business. This handy pocket
guide is an essential overview of two key information security
standards that cover the formal requirements (1ISO27001:2013) for
creating an Information Security Management System (ISMS), and the
best-practice recommendations (1ISO27002:2013) for those responsible
for initiating, implementing or maintaining it.



