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More than ever, international security and economic prosperity depend
upon safe access to the shared domains that make up the global
commons: maritime, air, space, and cyberspace. Together these
domains serve as essential conduits through which international
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commerce, communication, and governance prosper. However, the
global commons are congested, contested, and competitive. In the
January 2012 defense strategic guidance, the United States confirmed
its commitment "to continue to lead global efforts with capable allies
and partners to assure access to and use of the global commons, both
by st
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This ebook contains a group of papers selected from the 2006 ZA-
WWW conference, which is endorsed as a Regional Conference by the
IW3C2.The papers selected not only show the scope and breadth of
research being undertaken on the World Wide Web, but perhaps more
importantly they also demonstrate the that South African ideas and
activities play no small role in the development and use of the Web. To
this end, Butler discusses the growing phenomena of phishing and how
we should be protecting ourselves; in the same vein Etsebeth discusses
malware and cyber risk, while Seymour and Naasden look at the...


